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HyperLiquid Privacy Policy

Comprehensive guide to how HyperLiquid collects, uses, and protects your personal information on our decentralized
perpetual futures trading platform.

1. Introduction and Scope

This Privacy Policy explains how HyperLiquid ("we," "our," or "us") collects, uses, discloses, and safeguards your
information when you use our decentralized trading platform.

1.1 Policy Application

This policy applies to all users of HyperLiquid's services, including website visitors, API users, and mobile application
users. By using our services, you consent to the data practices described in this policy.

1.2 Decentralized Nature

As a decentralized platform, HyperLiquid minimizes data collection and gives users greater control over their personal
information compared to traditional centralized exchanges.

2. Information We Collect

HyperLiquid collects limited information necessary to provide our services while respecting user privacy.
Types of Information Collected:

Wallet Information: Public wallet addresses and transaction history

Technical Data: IP addresses, device information, browser type

Usage Data: Platform interaction patterns and trading activity
Communication Data: Support tickets and user inquiries

2.1 Automatically Collected Information

We automatically collect certain information when you visit our platform, including IP address, browser type, operating
system, and usage patterns through cookies and similar technologies.

2.2 User-Provided Information

Information you voluntarily provide, such as email addresses for notifications or information submitted through support
channels.

3. How We Use Your Information

HyperLiquid uses collected information solely for legitimate business purposes and platform operation.

Primary Uses:

Platform operation and service delivery
Security monitoring and fraud prevention
Customer support and communication
Platform improvements and optimization
Legal and regulatory compliance

3.1 Service Provision
We use your information to operate, maintain, and provide the features and functionality of the HyperLiquid platform.
3.2 Security and Fraud Prevention

Information is used to monitor for suspicious activities, prevent fraud, and protect user accounts and platform integrity.

4. Legal Basis for Processing

HyperLiquid processes personal data based on several legal grounds as required by applicable privacy laws.



4.1 Contractual Necessity

Processing necessary for the performance of our contract with you to provide trading services.

4.2 Legitimate Interests

Processing for our legitimate business interests, such as platform security, fraud prevention, and service improvement.
4.3 Legal Compliance

Processing necessary to comply with legal obligations, including anti-money laundering and counter-terrorism financing
regulations.

4.4 Consent

Processing based on your consent for specific purposes, such as marketing communications.

5. Data Sharing and Disclosure

HyperLiquid shares limited information with third parties only when necessary for service provision or legal
compliance.

Data Sharing Circumstances:

Service Providers: Infrastructure and analytics partners
Legal Requirements: Law enforcement and regulatory bodies
Business Transfers: Mergers, acquisitions, or asset sales
User Consent: With your explicit permission

5.1 Third-Party Service Providers

We engage trusted service providers for infrastructure, analytics, and customer support, who process data only for
specified purposes.

5.2 Legal Disclosures

We may disclose information when required by law, court order, or governmental authority, or to protect our rights,
property, or safety.

6. Data Security Measures

HyperLiquid implements robust security measures to protect your information from unauthorized access and
disclosure.

Security Protocols:

Encryption of data in transit and at rest

Regular security audits and vulnerability assessments
Access controls and authentication mechanisms
Incident response and breach notification procedures

6.1 Technical Safeguards

We employ industry-standard encryption, secure network architecture, and regular security testing to protect user
data.

6.2 Organizational Measures

Staff training, access controls, and security policies ensure comprehensive data protection across our organization.

7. Your Privacy Rights

You have specific rights regarding your personal information under various privacy laws.
User Rights Include:

Access: Right to know what data we hold about you

Correction: Right to correct inaccurate information

Deletion: Right to request data deletion
Restriction: Right to limit data processing



¢ Portability: Right to data portability
¢ Objection: Right to object to processing

7.1 Exercising Your Rights

Contact our privacy team at privacy@hyperliquid.xyz to exercise any of your privacy rights. We will respond to
legitimate requests within applicable legal timeframes.

7.2 Complaints

You have the right to lodge complaints with relevant data protection authorities if you believe your privacy rights have
been violated.

8. Cookies and Tracking Technologies
HyperLiquid uses cookies and similar technologies to enhance user experience and platform functionality.
8.1 Types of Cookies Used

We use essential cookies for platform operation, functional cookies for user preferences, and analytical cookies for
service improvement.

8.2 Cookie Management

You can control cookie settings through your browser preferences. Note that disabling essential cookies may affect
platform functionality.

9. International Data Transfers
As a global platform, HyperLiquid may transfer and process data in various jurisdictions.
9.1 Cross-Border Data Flows

Your information may be transferred to and processed in countries outside your residence, which may have different
data protection laws.

9.2 Transfer Safeguards

We implement appropriate safeguards, such as standard contractual clauses, for international data transfers to ensure
adequate protection.

10. Children's Privacy
HyperLiquid does not knowingly collect information from children under the age of 18.
10.1 Age Restrictions

Our services are not directed to individuals under 18. If we become aware that we have collected personal information
from a child under 18, we will take steps to delete such information.

11. Policy Changes
HyperLiquid may update this Privacy Policy to reflect changes in our practices or legal requirements.

11.1 Notification of Changes

We will notify users of material changes through platform notifications or email. Continued use after changes
constitutes acceptance of the modified policy.

Privacy Principles Summary
Minimal Data Collection
We collect only necessary information for platform operation

Transparent Processing

Clear explanation of how and why we use your data



Robust Security
Industry-standard measures to protect your information
User Control

You have rights to access, correct, and delete your data

Contact Information

For privacy-related questions or to exercise your rights, please contact:
Email: privacy@hyperliquid.xyz

Data Protection Officer: dpo@hyperliquid.xyz

Website: https://hyperliquid.xyz

© 2023 HyperLiquid. All rights reserved.

Terms of Service
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Privacy Commitment: HyperLiquid is committed to protecting user privacy and maintaining transparency about our
data practices in accordance with global privacy standards.
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